Off-Campus Access to Licensed Library Resources

http://www.methodistcollege.edu/student-life/john-moritz-library/databases

Access to most of John Moritz Library’s online resources is limited to current Nebraska Methodist College faculty, staff, and students as well as employees and staff of Nebraska Methodist Health System. The library negotiates licenses for electronic resources with publishers and vendors on behalf of the NMC/NMHS community. Our licensing agreements do not permit unauthenticated (“guest”) access to subscribed content, except through on-campus computers. NMC alumni who are not currently affiliated with NMC or the Health System are welcome to access licensed resources when on-campus.

Figure 1: To access licensed databases from computers off-campus you will need to log-in
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If you are using a Methodist Health System computer, you will link directly to the selected database. If you are off-campus, you will be prompted to enter your network ID and password.
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CINAHL: Cumulative Index of Nursing & Allied Health Literature
Figure 2: Sign on with your Network ID and password, i.e. the same log-in you use to access MyMethodist. If you need help with your Network username or password, contact the NMHS I.T. Help Desk at 402-354-2280, hours: M-F, 8:00AM – 5:00PM.

Figure 3: Select the database you want to access from the list of resources in EzProxy, e.g. CINAHL Plus with Full Text.
Q. Why does the library make such a big deal about regulating off-campus access to online content?

A. Access to and use of JML’s online resources is a privilege granted to current faculty, staff, students, and employees. Misuse of resources can result in the termination of agreements and the loss of these resources by the entire NMC/NMHS community.

Standard license agreements oblige the customer to:

- Terminate any unauthorized use he/she detects and prevent its recurrence
- Notify the vendor of unauthorized use
- Cooperate with the vendor in any investigation of abuse

Troubleshooting Checklist for Remote Access Problems

**Browsers:** We highly recommend that you use the most recent version of your favorite Web browser. You can download the current version of three popular browsers at the following Web sites:


- **AOL:** You cannot use the AOL Web browser with the proxy server. We recommend that you download a separate browser (above) and launch it after you have established your connection with AOL.

**Cookies:** Cookies must be enabled. Browsers accept cookies by default so if you have disabled that setting, reset to the default. Consult the “Help” feature on your browser for more information about cookies.

**Firewalls (at home):** If you are using a personal firewall on your own system, it might be interfering with your browser’s ability to access licensed resources through the proxy service. Try turning the firewall off or modify the default settings to allow data to flow through ports 2048 and 2443. Review your software’s instructions or contact the manufacturer to find out how to do so.

**Firewalls (at work):** Many businesses and institutions use an Internet firewall to protect and regulate use of their Intranet. If your connection at your job is behind such a firewall, it might be prohibiting you from using the library’s proxy service. Depending on its policies, your corporate site might be willing to open access through their firewall to the proxy server by allowing connections to ports 2048 and 2443.
**JavaScript:** JavaScript must be enabled. JavaScript is a programming language that adds to a site’s functionality. Because JavaScript can be a security risk if you happen upon a malicious Web site, some users elect to turn off its functions in their Web browser. If you experience difficulty in accessing certain features of a resource, you might need to enable JavaScript on your browser. Consult the “Help” feature on your browser for more information about JavaScript and how to turn it on.

**Pop Up Blockers:** Pop up blockers not only block annoying pop up ads, but can also block legitimate windows from opening up. Some databases use pop up windows to display extra options and even display search results. Most pop up blockers can be configured to allow pop ups on specific sites. If you suspect a pop up blocker is adversely affecting your searching, test it by turning it off. If you find that you can then perform the search successfully, configure the blocker to allow pop ups on that Web site. Review your blocker’s instructions to find out how to do so.
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